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**ПОЛИТИКА**

**КГБУСО "ЕДПНИ" в отношении обработки
персональных данных**

**1. Общие положения**

1.1. Политика КГБУСО "ЕДПНИ" (далее - Политика) определяет цели, содержание и порядок обработки персональных данных, меры, направленные на защиту персональных данных, а также процедуры, направленные на выявление и предотвращение нарушений законодательства Российской Федерации в области персональных данных в КГБУСО "ЕДПНИ" (далее - Оператор).

1.2. Во исполнение требований части 2 статьи 18.1 Федерального закона
от 27 июня 2006 года № 152-ФЗ «О персональных данных» (далее – Закон
о персональных данных) настоящая Политика публикуется в свободном доступе в информационно-телекоммуникационной сети Интернет на сайте Оператора.

1.3. Основные понятия, используемые в Политике:

* персональные данные – любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных);
* оператор персональных данных (оператор) – государственный орган, муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными;
* обработка персональных данных - любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных;
* автоматизированная обработка персональных данных - обработка персональных данных с помощью средств вычислительной техники;
* распространение персональных данных - действия, направленные на раскрытие персональных данных неопределенному кругу лиц;
* предоставление персональных данных - действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц;
* блокирование персональных данных - временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных);
* уничтожение персональных данных - действия, в результате которых становится невозможным восстановить содержание персональных данных
в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных;
* обезличивание персональных данных - действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных;
* информационная система персональных данных - совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств;
* трансграничная передача персональных данных - передача персональных данных на территорию иностранного государства органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу.

1.4. Основные права и обязанности Оператора.

1.4.1. Оператор имеет право:

1) самостоятельно определять состав и перечень мер, необходимых
и достаточных для обеспечения выполнения обязанностей, предусмотренных Законом о персональных данных и принятыми в соответствии с ним нормативными правовыми актами, если иное не предусмотрено Законом
о персональных данных или другими федеральными законами;

2) поручить обработку персональных данных другому лицу с согласия субъекта персональных данных, если иное не предусмотрено федеральным законом, на основании заключаемого с этим лицом договора. Лицо, осуществляющее обработку персональных данных по поручению Оператора, обязано соблюдать принципы и правила обработки персональных данных, предусмотренные Законом о персональных данных;

3) в случае отзыва субъектом персональных данных согласия на обработку персональных данных Оператор вправе продолжить обработку персональных данных без согласия субъекта персональных данных при наличии оснований, указанных в Законе о персональных данных.

1.4.2. Оператор обязан:

1) организовывать обработку персональных данных в соответствии
с требованиями Закона о персональных данных;

2) опубликовать или иным образом обеспечить неограниченный доступ к настоящей Политике;

3) принимать меры, необходимые и достаточные для обеспечения выполнения обязанностей, предусмотренных Законом о персональных данных, и принятыми в соответствии с ним нормативными правовыми актами;

4) отвечать на обращения и запросы субъектов персональных данных и их законных представителей в соответствии с требованиями Закона
о персональных данных;

5) представить документы и локальные акты по вопросам обработки и защиты персональных данных, и (или) иным образом подтвердить принятие мер, необходимых и достаточных для обеспечения выполнения обязанностей, предусмотренных Законом о персональных данных, и принятыми
в соответствии с ним нормативными правовыми актами, по запросу уполномоченного органа по защите прав субъектов персональных данных.

1.5. Основные права субъекта персональных данных.

Субъект персональных данных имеет право:

1) получать информацию, касающуюся обработки его персональных данных, за исключением случаев, предусмотренных федеральными законами. Сведения предоставляются субъекту персональных данных Оператором
в доступной форме, и в них не должны содержаться персональные данные, относящиеся к другим субъектам персональных данных, за исключением случаев, когда имеются законные основания для раскрытия таких персональных данных. Перечень информации и порядок ее получения установлен Законом о персональных данных;

2) требовать от Оператора уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав;

3) выдвигать условие предварительного согласия при обработке персональных данных в целях продвижения на рынке товаров, работ и услуг;

4) обжаловать в Роскомнадзоре или в судебном порядке неправомерные действия или бездействие Оператора при обработке его персональных данных.

**2. Цели сбора персональных данных**

2.1. Обработка персональных данных ограничивается достижением конкретных, заранее определенных и законных целей. Не допускается обработка персональных данных, несовместимая с целями сбора персональных данных.

2.2. Обработке подлежат только персональные данные, которые отвечают целям их обработки.

2.3. Обработка Оператором персональных данных осуществляется
в следующих целях:

1) обеспечение соблюдения Конституции Российской Федерации, федеральных законов и иных нормативных правовых актов Российской Федерации;

2) осуществление своей деятельности в соответствии с Уставом КГБУСО "ЕДПНИ", утвержденным распоряжением министерства имущественных и земельных отношений Приморского края от 14 июня 2022 года № 445-ри;

3) ведение кадрового делопроизводства;

4) заполнение и передача в органы исполнительной власти и иные уполномоченные организации требуемых форм отчетности.

2.4. Обработка персональных данных работников может осуществляться исключительно в целях обеспечения соблюдения законов и иных нормативных правовых актов.

**3. Правовые основания обработки**

**персональных данных**

3.1. Правовым основанием обработки персональных данных является совокупность нормативных правовых актов, во исполнение которых
и в соответствии с которыми Оператор осуществляет обработку персональных данных. К таким нормативным правовым актам относятся:

1) Конституция Российской Федерации;

2) Гражданский кодекс Российской Федерации;

3) Трудовой кодекс Российской Федерации;

4) Налоговый кодекс Российской Федерации;

5) Закон Российской Федерации от 2 июля 1992 года № 3185-1
«О психиатрической помощи и гарантиях прав граждан при ее оказании»;

6) Федеральный закон от 6 декабря 2011 года № 402-ФЗ «О бухгалтерском учете»;

7) Федеральный закон от 27 июля 2010 года № 210-ФЗ «Об организации предоставления государственных и муниципальных услуг»;

8) Федеральный закон от 02 мая 2006 года № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации»;

9) Федеральный закон от 24 ноября 1995 года № 181-ФЗ «О социальной защите инвалидов в Российской Федерации»;

10) Федеральный закон от 28 декабря 2013 года № 442-ФЗ «Об основах социального обслуживания граждан в Российской Федерации»;

11) Федеральный закон от 17 июля 1999 года № 178-ФЗ «О государственной социальной помощи».

3.2. Правовым основанием обработки персональных данных также является согласие субъектов персональных данных на обработку их персональных данных (в случаях, прямо не предусмотренных законодательством Российской Федерации, но соответствующих полномочиям Оператора).

**4. Объем и категории обрабатываемых**

**персональных данных, категории**

**субъектов персональных данных**

4.1. Содержание и объем обрабатываемых персональных данных должны соответствовать заявленным целям обработки. Обрабатываемые персональные данные не должны быть избыточными по отношению к заявленным целям их обработки.

4.2. К категориям субъектов персональных данных отнесены:

* сотрудники Оператора;
* дети-инвалиды, страдающие психическими расстройствами, в возрасте от 4 до 18 лет, признанные в установленном порядке нуждающимися в предоставлении социальных услуг в стационарной форме, соответствующих их возрасту и состоянию здоровья условий жизнедеятельности, проведения мероприятий медицинского, психологического, социального характера, обеспечения питания и ухода а также организация посильной трудовой деятельности, отдыха и досуга;
* законные представители детей-инвалидов, страдающих психическими расстройствами, в возрасте от 4 до 18 лет, признанных в установленном порядке нуждающимися в предоставлении социальных услуг в стационарной форме.

4.3. Перечень персональных данных сотрудников Оператора:

* фамилия, имя, отчество;
* пол;
* дата и место рождения;
* место жительства и регистрация;
* контактные данные;
* реквизиты документа, удостоверяющего личность;
* страховой номер индивидуального лицевого счета (СНИЛС);
* социальный статус;
* сведения о доходах граждан;
* сведения об актах гражданского состояния;
* сведения о составе семьи;
* сведения об образовании, опыте работы, квалификации, профессиональной подготовке и повышении квалификации;
* сведения о трудовой деятельности;
* сведения о воинском учёте;
* номера лицевых счетов в банке;
* индивидуальный номер налогоплательщика;
* иные персональные данные, предоставляемые в соответствии с требованиями трудового законодательства.

В личных делах работников допускается хранить:

* личное заявление о приеме на работу;
* трудовой договор;
* должностная инструкция;
* копии документов об образовании;
* копия приказа о приеме на работу;
* согласие сотрудника в письменном виде на обработку персональных данных;
* согласие сотрудника в письменном виде на распространение персональных данных;
* справка о наличии судимости или об отсутствии судимости;
* иные документы, которые должны быть предъявлены сотрудником с учетом специфики работы.

В процессе работы к личному делу приобщаются:

* личные заявления работника;
* аттестационные листы;
* копии дипломов, свидетельств и удостоверений о полученном дополнительном образовании, прохождении повышения квалификации, профессиональной переподготовки, присуждении ученой степени и присвоении ученого звания;
* дополнительные соглашения к трудовому договору;
* дополнения к должностной инструкции;
* копии значимых профессиональных грамот, дипломов и благодарностей.

Сведения, содержащиеся в личном деле работника, являются конфиденциальными. Личные дела работников хранятся в надежно запираемом металлическом шкафу.

4.4.  Перечень персональных данных детей-инвалидов, страдающих психическими расстройствами, в возрасте от 4 до 18 лет, признанных в установленном порядке нуждающимися в предоставлении социальных услуг в стационарной форме:

* фамилия, имя, отчество;
* пол;
* дата и место рождения;
* место жительства и регистрация;
* страховой номер индивидуального лицевого счета (СНИЛС);
* номера лицевых счетов в банке;
* индивидуальный номер налогоплательщика;
* социальный статус;
* сведения о пенсионном обеспечении;
* сведения о состоянии здоровья;
* реквизиты документа, удостоверяющего личность;
* сведения об образовании;
* иные персональные данные, предоставляемые в соответствии с требованиями законодательства в сфере социального обслуживания граждан.

4.5. Перечень персональных данных законных представителей детей-инвалидов, страдающих психическими расстройствами, в возрасте от 4 до 18 лет, признанных в установленном порядке нуждающимися в предоставлении социальных услуг в стационарной форме:

* фамилия, имя, отчество;
* пол;
* дата и место рождения;
* место жительства и регистрация;
* контактные данные;
* реквизиты документа, удостоверяющего личность;
* иные персональные данные, предоставляемые в соответствии
с требованиями трудового законодательства и законодательства в сфере противодействия коррупции.

**5. Порядок и условия обработки**

**персональных данных**

5.1. Обработка персональных данных осуществляется Оператором
в соответствии с требованиями законодательства Российской Федерации.

5.2. Обработка персональных данных осуществляется с согласия субъектов персональных данных на обработку их персональных данных, а также без такового в случаях, предусмотренных законодательством Российской Федерации.

5.3. Оператор осуществляет как автоматизированную, так
и неавтоматизированную обработку персональных данных.

5.4. К обработке персональных данных допускаются работники Оператора,
в должностные обязанности которых входит обработка персональных данных.

5.5. Обработка персональных данных осуществляется путем:

1) получения персональных данных в письменной форме непосредственно от субъектов персональных данных, или их законных представителей;

2) внесения персональных данных в информационные системы;

3) получения персональных данных в рамках межведомственного электронного информационного взаимодействия в электронном виде
с федеральными органами государственной власти с применением системы межведомственного электронного взаимодействия;

4) использования иных способов обработки персональных данных.

5.6. Обработка персональных данных осуществляется в информационных системах персональных данных, в том числе государственных информационных системах.

5.7. Классификация информационных систем персональных данных осуществляется в порядке, установленном законодательством Российской Федерации.

5.8. Оператором приняты следующие меры по обеспечению безопасности персональных данных, обрабатываемых в информационных системах:

1) назначен ответственный за организацию обработки персональных данных;

2) назначены ответственные должностные лица за обеспечение безопасности персональных данных;

3) определены угрозы безопасности персональных данных при их обработке в информационных системах персональных данных;

4) применяются прошедшие в установленном порядке процедуру оценки соответствия средства защиты информации;

5) организован учет машинных носителей персональных данных;

6) организовано разграничение доступа пользователей и иного персонала
к ресурсам информационных систем персональных данных;

7) осуществляется регистрация действий пользователей и иного персонала, допущенного к информационной системе персональных данных;

8) восстановление персональных данных, модифицированных или удаленных, уничтоженных вследствие несанкционированного доступа к ним;

9) обеспечивается целостность информационных систем и персональных данных;

10) обеспечивается антивирусная защита информации;

11) осуществляется круглосуточная охрана помещений, в которых производится обработка персональных данных, в том числе с помощью специализированных технических средств;

12) проводится ознакомление работников Оператора, непосредственно осуществляющих обработку персональных данных, с положениями законодательства Российской Федерации о персональных данных, в том числе
с требованиями к защите персональных данных, локальными актами
в отношении обработки персональных данных, и обучение указанных сотрудников;

13) производится контроль за принимаемыми мерами по обеспечению безопасности персональных данных и уровней защищенности информационных систем персональных данных.

5.10. Обмен персональными данными при их обработке в информационных системах персональных данных осуществляется по каналам связи, защита которых обеспечивается путем реализации соответствующих организационных мер и путем применения программных и технических средств.

5.11. Доступ к персональным данным, находящимся в информационных системах персональных данных, предусматривает обязательное прохождение процедуры идентификации и аутентификации.

5.12. В случае выявления нарушений порядка обработки персональных данных в информационных системах персональных данных незамедлительно принимаются меры по установлению причин нарушений и их устранению.

5.13. Структурное подразделение Оператора, ответственное за обеспечение функционирования информационных систем персональных данных, принимает все необходимые меры по восстановлению персональных данных, модифицированных или удаленных, уничтоженных вследствие несанкционированного доступа к ним.

5.14. Не допускается раскрытие третьим лицам и распространение персональных данных без согласия субъекта персональных данных, если иное не предусмотрено федеральным законом.

5.15. Оператор вправе передавать персональные данные органам дознания и следствия, иным уполномоченным органам по основаниям, предусмотренным действующим законодательством Российской Федерации.

5.16. Оператор не осуществляет трансграничную передачу персональных данных.

**6. Сроки хранения (уничтожения)**

**персональных данных в**

**министерстве труда и социальной политики**

**Приморского края**

6.1. Оператор осуществляет хранение персональных данных в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных, если срок хранения персональных данных не установлен федеральным законом, договором.

6.2. Обрабатываемые персональные данные подлежат уничтожению либо обезличиванию по достижении целей обработки или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено федеральным законом.

**7. Ответы на запросы субъектов на**

**доступ к персональным данным,**

**актуализация, исправление, удаление и**

**уничтожение персональных данных**

7.1. Субъект персональных данных имеет право на получение информации, касающейся обработки его персональных данных, в том числе содержащей:

1) подтверждение факта обработки персональных данных оператором;

2) правовые основания и цели обработки персональных данных;

3) цели и применяемые оператором способы обработки персональных данных;

4) наименование и место нахождения оператора, сведения о лицах
(за исключением работников оператора), которые имеют доступ
к персональным данным или которым могут быть раскрыты персональные данные на основании договора с оператором или на основании федерального закона;

5) обрабатываемые персональные данные, относящиеся
к соответствующему субъекту персональных данных, источник их получения, если иной порядок представления таких данных не предусмотрен федеральным законом;

6) сроки обработки персональных данных, в том числе сроки их хранения;

7) порядок осуществления субъектом персональных данных прав, предусмотренных настоящим Федеральным законом;

8) информацию об осуществленной или о предполагаемой трансграничной передаче данных;

9) наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению оператора, если обработка поручена или будет поручена такому лицу;

9.1) информацию о мерах, направленных на обеспечение выполнения оператором обязанностей, предусмотренных Федеральным законом от 27 июля 2006 года № 152-ФЗ «О персональных данных»;

10) иные сведения, предусмотренные настоящим Федеральным законом или другими федеральными законами.

7.2. Субъект персональных данных вправе требовать от оператора уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав.

8.3. Запрос должен содержать номер основного документа, удостоверяющего личность субъекта персональных данных или его представителя, сведения
о дате выдачи указанного документа и выдавшем его органе, сведения, подтверждающие участие субъекта персональных данных в отношениях
с оператором (номер договора, дата заключения договора, условное словесное обозначение и (или) иные сведения), либо сведения, иным образом подтверждающие факт обработки персональных данных оператором, подпись субъекта персональных данных или его представителя.

8.4. Если в обращении (запросе) субъекта персональных данных не отражены
в соответствии с требованиями Закона о персональных данных все необходимые сведения или субъект не обладает правами доступа
к запрашиваемой информации, то ему направляется мотивированный отказ.

8.5. Право субъекта персональных данных на доступ к его персональным данным может быть ограничено в соответствии с федеральными законами,
в том числе если:

1) обработка персональных данных, включая персональные данные, полученные в результате оперативно-розыскной, контрразведывательной
и разведывательной деятельности, осуществляется в целях обороны страны, безопасности государства и охраны правопорядка;

2) обработка персональных данных осуществляется органами, осуществившими задержание субъекта персональных данных по подозрению
в совершении преступления, либо предъявившими субъекту персональных данных обвинение по уголовному делу, либо применившими к субъекту персональных данных меру пресечения до предъявления обвинения, за исключением предусмотренных уголовно-процессуальным законодательством Российской Федерации случаев, если допускается ознакомление подозреваемого или обвиняемого с такими персональными данными;

3) обработка персональных данных осуществляется в соответствии
с законодательством о противодействии легализации (отмыванию) доходов, полученных преступным путем, и финансированию терроризма;

4) доступ субъекта персональных данных к его персональным данным нарушает права и законные интересы третьих лиц;

5) обработка персональных данных осуществляется в случаях, предусмотренных законодательством Российской Федерации о транспортной безопасности, в целях обеспечения устойчивого и безопасного функционирования транспортного комплекса, защиты интересов личности, общества и государства в сфере транспортного комплекса от актов незаконного вмешательства.

8.6. В случае выявления неточных персональных данных при обращении субъекта персональных данных или его представителя либо по их запросу или по запросу Роскомнадзора Оператор осуществляет блокирование персональных данных, относящихся к этому субъекту персональных данных, с момента такого обращения или получения указанного запроса на период проверки, если блокирование персональных данных не нарушает права и законные интересы субъекта персональных данных или третьих лиц.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_